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https://isoc.pt/observatory
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• Goals of the observatory 
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• Acknowledgements



• Take a bird’s-eye view of the adoption rate of 
some technologies in the Portuguese Internet

• After some preliminary analysis, Internet.nl
measurements platform was adopted

• Therefore, the analysis is done mostly using the 
same parameters as the Internet.nl platform

• Complemented where necessary with APNIC 
Labs measurements (mostly for data on ISPs 
performance)
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Goals



• The 1000 most relevant .PT domains –
Organized by activity branch as well as by 
sponsoring entity (e.g. Government, ...)

• The world top 1000 most visited domains –
to have a benchmarking reference

• The most important ISPs acting in Portugal
• Domains lists have been chosen by hand and 

using the Tranco list results (https://tranco-
list.eu)
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Analysed Entities



• More than 2000 domains, organized in lists, are 
analysed bymonthly

• The updated APNIC measurements results on PT 
ISPs performance are also fetched 

• More than 30 domain lists are used to submit tests 
using the REST interface 
https://batch.internet.nl/api/batch/v2/requests

• Internet.nl initiative has been supporting the 
observatory since the beginning
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How It Works (1)

https://batch.internet.nl/api/batch/v2/requests


• A program interactively submits each list of domains for testing, 
waits for the test completion, fetches and stores the result in a 
local json file 

• Another program takes the json files as input and produces an 
Excel workbook with a sheet per list, as well as several 
aggregation sheets, used to compute averages – we took some 
inspiration from the dashboard but use different layouts

• These procedures are performed for web and mail tests
• The observatory is updated, aggregation tables are published, a 

qualitative analysis made by hand is also updated, and both 
workbooks are made available

• Technical options are presented here
https://isoc.pt/observatory/docs.html
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How It Works (2)
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Examples (1)

All results made 
available at
https://isoc.pt/
observatory/
domains.html
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Examples (2)
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Examples (3)



• Do their resolvers test DNSSEC?
• Do they publish Route Origin Authentication 

(ROA) certificates covering their routes, and 
their customers routes?

• Do ISPs filter received BGP announcements 
using ROAs?
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ISPs Analysis Using APNIC Labs Measurements 
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ISPs and Route Origin Authorization
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ISPs and Route Origin Validation



• We started in 2021 with the publication of a preliminary report on the status of the adoption 
of Internet best practices in Portugal

• In 2022 we introduced some automation of the process and periodic updates of the results 
as well as the site

• The qualitative reports have a best performers section, which is the part that produces 
more awareness (at least in the press when we presented the site for the first time)

• We setup our own platform using Internet.nl github software but give up of its use due to 
difficulties related to versions and need for modifications

• Some sectors (e.g. public hospitals) refused our own platform tests but accept those of 
internet.nl – we do not know why

• There is a similar testing platform in Portugal, made available by the official CERT PT, but 
it only supports manual individual domain tests and has no REST interface publicly 
available
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Some Final Notes



Many thanks to the Internet.nl initiative for making 
available the software and the platform and providing 
us an account

Thank you for your attention

https://isoc.pt
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